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**Studying performance of Hadoop security using OpenSSL**

**Abstract**: Hadoop security has been a matter of interest because of the low focus on the subject. As HDFS runs on top of uniux, it relies on Unix for authentication. When a user logs in, the system queries “*whoami*” on the underlying unix and authenticates the user. In HDFS any user can connect directly to a datanode by bypassing namenode and can perform *“read”* and “*store*” operations. Due to the above mentioned flaw the users enterprises and businesses are vulnerable to

1. Impersonation Attack
2. Node or Cluster bypass attack
3. Evesdropping/passive attack

In this approach we intend to use OpenSSL libraries to study its impact on enhancing the security of Hadoop. OpenSSL is a robust, commercial-grade, and full-featured toolkit for the Transport Layer Security (TLS) and Secure Sockets Layer (SSL) protocols. It is also a general-purpose cryptography library. As per OpenSSL website , it can be used for the following applications:

* Creation of key parameters
* Creation of X.509 certificates, CSRs and CRLs
* Calculation of message digests
* Encryption and decryption
* SSL/TLS client and server tests
* Handling of S/MIME signed or encrypted mail
* ETC
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